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Continued opposition to BPL interference remains high on the WIAs agenda.

The recent decision by the Federal Government to build a fibre-to-the-home (FttH) network has likely diminished the necessity for broadband service providers to have a variety of alternative access technologies at their disposal, largely in order to bypass the existing copper cable owned by Telstra, the Government majority owned and biggest telecommunications company. 
In an earlier fibre-to-the-node (FttN) model, BPL would undoubtedly have become one of the technologies used to connect the ‘node’ to the customer. Although at least one major carrier continues to trial BPL as an access technology, in general, and for many reasons including the continued strong opposition from amateur radio operators, Access-BPL is not looking like a viable wide-area proposition in Australia.
However, although an FttH network may deliver very high-speed broadband to the home, it will still need to be distributed from the point of entry to customer’s premises to their entertainment systems and home computers. In-home broadband distribution is now seen by BPL equipment manufacturers as the major market for their products and we expect this to be the area requiring major attention over the coming years.
The Federal government has announced it will set up a new company to deliver a National Broadband Network.

The ACMA website records at least eight access BPL trials in Australia since 2004, and none continued beyond being a limited trial.

Smart-grid (power network demand management, dynamic pricing, and remote meter reading) is also a growing application for BPL. Trials using BPL technology have occurred in Victoria but to date we are not aware of the outcome. Interestingly, NSW electricity retailer Country Energy has pulled out of their smart-grid trials which used BPL. The new wireless technology “Zigbee”** is gaining recognition for use with in-home Smart-Grid applications.
In the UK about 300,000 in-home BPL modems have been installed with hundreds of interference complaints to the UK regulator, Ofcom. A group of UK radio amateurs submitted samples of the in-home BPL modems used to a ‘test house’ and found those modems do not comply with the CISPR-22 requirements. This issue has been the subject of parliamentary debate in the UK and it will be very interesting to observe the outcome.

In the US, Access BPL systems continue to come and go, and BPL has not achieved the sort of critical mass which would guarantee its commercial future. Smart-Grid is seen as a major emerging market for BPL in the United States.
The WIA is continuing to be a very active participant in Standards Australia’s BPL Working Group. That group provides input to the CISPR-22 committee developing new testing procedures and emission limits for BPL modems. As part of the Standards work this year, the WIA co-authored a major CISPR internal measurement report and participated in several measurement activities to determine the extent of harmful radiation from in-home BPL modems connected to typical Australian house wiring. 
It is now likely that any final CISPR Standard will include mandatory notching for amateur bands, CB radio, and safety of life services, and the WIA is arguing for notch characteristics which will provide the best possible outcome for radio amateurs.

Australia (along with a few other countries) is taking a very strong radio protectionist position in Standards development, and the WIA participation has proved very valuable in helping to present a strong case internationally, in what is a surprisingly difficult arena.

The WIA work on Australian Standards committees continues. 

**ZigBee is an established set of specifications for wireless personal area networking (WPAN)
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